
 

 

 

 

 

 

The following information is provided by Availability Solutions to assist you assess you security 
requirements - from a Mimix perspective. 
 
When Mimix is installed -  there are no restriction on which OS400 USERS can perform Mimix 
functions. 
 
We believe that Mimix customers should consider restricting the Mimix functions to a specific subset 
of your users - in line with the users overall job role and system responsibility. 
 
In order to direct Availability Solutions how you want your Mimix security to work, you will need to 
provide the following:  

1. A list of Users that you require to be able to ADMINISTER the Mimix instance 
2. A list of Users that you require to be able to OPERATE the Mimix instance 
3. A list of Users that you require to be able to VIEW the Mimix instance 

 

Once you have provided this information , Availability Solutions will be able to tailor your Mimix 5250 

access to ensure that ONLY the specified people can perform those functions. As part of this service - 

we recommend setting the *PUBLIC use of the Mimix 5250 interface to *EXCLUDE. 

 

Security set up is not a simple task and will need to be reviewed and adjusted regularly. 

 

 

In addition - please review the addition information on VSP security. 

 

https://docs.wixstatic.com/ugd/322780_4c003de6c97a4ab19836adae3f27a2a5.pdf 
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